
JUVANTE C. GANT 
Warner Robins, GA 31093 
(478) 235-8715 | juvantegant@gmail.com 
LinkedIn: linkedin.com/in/juvante-gant 

TARGET ROLES: Cybersecurity Intern | Data Analyst | IT Specialist | Information Security Associate 

 

PROFESSIONAL SUMMARY 

Detail-oriented Cybersecurity and Data Analytics professional with 7+ years of combined experience 
across military, financial, and enterprise environments. Holds an active Secret Security Clearance and 
CompTIA Security+ certification. Adept in identifying and mitigating security threats, managing data 
pipelines, and leveraging analytical tools (Python, SQL, Power BI, Tableau) to inform decision-
making. Proven track record in system administration, incident response, and delivering scalable data 
solutions. Strong communicator with cross-functional team experience and a commitment to 
continuous learning. 

 

CORE COMPETENCIES 

• Cybersecurity: Threat Analysis, SIEM, Information Assurance, DD2875, Risk Mitigation 
• Data & Analytics: Python (pandas, numpy, scikit-learn), SQL, Excel VBA, Power BI, Tableau 
• Systems & IT: Linux, Windows Server, Active Directory, OSI Model, Change Management 
• Networking: TCP/IP, VPN, LAN/WAN, Wi-Fi Configuration, Preventative Maintenance 
• Certifications: CompTIA Security+ | CySA+ (In Progress) | CASP+ (In Progress) 

 

EDUCATION & CERTIFICATIONS 

B.S. Computer Science 
Charleston Southern University — GPA: 3.2 

Certificate: Data Science & Analytics 
Georgia Tech — GPA: 3.1 

Certifications: 

• CompTIA Security+ (Active) 
• CompTIA Cybersecurity Analyst+ (CySA+) – In Progress: Expected Aug 2025 
• CompTIA Advanced Security Practitioner (CASP+) – In Progress: Expected Oct 2025 

 

TECHNICAL SKILLS 

Software: Microsoft 365, SharePoint, Google Docs 
Enterprise Tools: PeopleSoft, Salesforce 
Operating Systems: Windows 11, Linux, MacOS, Windows Server 2022 
Programming Languages: Python, Java, HTML, CSS, C++, VBA 



Networking: LAN/WAN, VPN, Routers, Switches, TCP/IP 
Processes: Imaging, Patch Management, Change Control, AD Integration 

 

PROFESSIONAL EXPERIENCE 

NeoForm Solutions — Atlanta, GA 
Data Automation Specialist 

 
Jan 2025 – Apr 2025 

• Developed Python scripts to automate and validate high-volume data entry processes across 
CRM and Excel systems. 

• Collaborated with cross-functional teams to implement an automated client intake form using 
Google Forms and Google Apps Script. 

• Designed real-time dashboards using Power BI to monitor data accuracy and intake rates 
across departments.  

• Automated data entry workflows using Python (pandas, openpyxl) to read, clean, and validate 
Excel files; flagged missing fields and formatting issues, reducing manual input by 75% and 
improving data accuracy. 

 

FAAD Operator — Iraq, Israel, Gaza, Syria  
U.S. Army Assignment 

Nov 2023 – Dec 2024 

• Operated sensor feeds for cyber/kinetic threat detection across international zones.  
• Built Python-based machine learning models using scikit-learn to detect anomalies in sensor 

data, reducing false positives and alert fatigue in real-time monitoring environments. 
• Used OpenAI and Python to automate log parsing and generate real-time incident reports, 

improving situational awareness. 

 

Zaxby’s Franchise, LLC — Athens, GA 
Financial Operations Analyst 

 
Apr 2023 – Nov 2023 

• Analyzed financial data across 300+ locations using Python; streamlined reporting workflows. 
• Automated validation processes using Excel VBA and Power BI. 
• Built Tableau dashboards for revenue insights and predictive trends. 

 

Pilot International — Warner Robins, GA 
Marketing Analyst 



 
Dec 2022 – Mar 2023 

• Developed SQL reports and automated data collection for marketing content analysis. 
• Used SEO/web scraping to optimize digital performance. 
• Edited and reviewed digital content in adherence to brand strategy. 

 

Cognizant — Remote 
Salesforce Analyst 

 
Mar 2018 – Oct 2022 

• Ensured CRM data integrity using Python validation scripts. 
• Generated Excel/Tableau reports on user engagement and system health. 
• Supported secure data access policies and mitigated risks with IT/compliance teams. 

 

ADDITIONAL INFORMATION 

• Eligible for DoD/ITAR roles (Active Clearance) 
• U.S. Citizen 
• Available for relocation or remote work 
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